**Plática Deloitte**

La plática se me hizo muy interesa ante ya que hoy en día la ciber seguridad es uno de los temas más importantes que hay. La automatización de los procesos involucra utilizar objetos programables, y esto involucra a su vez la posibilidad de que alguien externo a una empresa se infiltre en el sistema y haga lo que le plazca. Cada día hay más demanda de gente que sepa de ciber seguridad para poder mantener una empresa segura, mantener los datos de los clientes y los datos de la misma empresa seguros. Esta plática lo único que hizo fue que me interesara todavía más la ciber seguridad y me interesara todavía más especializarme en ese ámbito ya que me gustaría trabajar en ese departamento. Los de Deloitte hacen muchas cosas muy interesantes además de que tienen clientes muy grandes, haciendo que trabajar con ellos me sea una posibilidad muy grande.

Se habló de cosas muy interesantes, como de cuántos ataques hay al día, cuántos de esos ataques logran pararse, ataques que no habían sido detectados por más de 1 año, qué ataques están planeados, etc. También se habló de cómo usan ellos la Deep web para poder investigar qué ataques se están planeando y se habló también de un evento en el que es recomendable no llevar algún dispositivo electrónico ya que es muy probable que te lo hackeen ya que a ese evento asiste gente que hace ethical hacking y también asiste gente que va a buscar talento para hackear. Fue una plática muy interesante.